<<<Lab:> Using the Exchange Server 2007 Management Console and Shell>
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<<Time estimated: 60 minutes>>
<<Lab objectives>
After completing this lab, you will be able to:

· Use the Microsoft Exchange Server Management Console to perform common administrative tasks.

· Use the Exchange Management Shell prompt to view information about the Exchange server. 

· Use the Exchange Management Shell to perform Exchange administrative tasks from the command line.

· Create reusable administrative scripts to automate routine administration tasks.

>
<<Introduction>
In this lab, you will use the SMBEX01 virtual computer.>
<<<Exercise 0: Preparing the Environment>>
<<Prepare the environment>
	<<Summary>
<
· <Prepare the environment.>
>
>

	<<Detailed Steps>
<
· <To prepare for this lab, start the SMBEX01 virtual server.>
>
>
>>


<<<Exercise 1:> Using the Exchange Management Console>
<<Introduction>
In this exercise, you will use the Exchange Management Console to perform common administrative tasks.>
<<Scenario>
You are the Exchange administrator at Northwind Traders. The company recently implemented Exchange Server 2007, and you would like to take a tour of the features of the new Management Console. In particular, you want to find new ways to perform administrative tasks by using the new interface.>
<<Log on to SMBEX01>
	<<Summary>
· <<Log on to SMBEX01.>>>

	<<Detailed Steps>
1. <<On the SMBEX01 Virtual PC console, on the menu, click Action and then press CTRL+ALT+DELETE.>
2. <Log on to the NWTRADERS domain as Administrator with a password of P@ssw0rd>
3. <Click Cancel to cancel the Get Connected ActiveSync wizard.>>>



>
<<Explore the Exchange Management Console>
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	<<Summary>
<
· <Explore the Exchange Management Console.>
>
>

	<<Detailed Steps>
1. <<On the SMBEX01 virtual server, click Start, click All Programs, click Microsoft Exchange Server 2007, and then click Exchange Management Console.

Wait for the Exchange Management Console environment to load.>
2. <In the navigation tree, expand Server Configuration, and then click Client Access.

Notice the pane in the top-center area of the screen that displays all client access servers. This is the Result Pane.>
3. <In the Result Pane, click SMBEX01 and then in the Action Pane on the right, click Properties for SMBEX01.

Notice that the Client Access properties of the SMBEX01 Exchange Server are displayed.>
4. <In the SMBEX01 Properties window, click OK.

Notice the pane in the lower-center area of the screen. This is the Work Pane.>
5. <In the Work Pane, double-click owa (Default Web Site). >
6. <In the owa (Default Web Site) Properties window, click the Segmentation tab. 

Notice that the features in Microsoft Office Outlook® Web Access can be set on this tab.>
7. <In the owa (Default Web Site) Properties window, click Cancel.>
8. <In the Action Pane, click Manage Mailbox Role. 

Notice that Mailbox is selected in the navigation tree, and that the Work Pane displays Storage Groups and Databases. >
9. <In the Work Pane, click Mailbox Database.>
10. <In the Action Pane, under Mailbox Database, click Properties.
Notice that Mailbox Database properties and limits. >
11. <Click Cancel to close the Mailbox Database Properties window.>
12. <In the navigation tree, click Toolbox.

Here you can access Best Practices Analyzer, Database Recovery Management, Database Troubleshooter, Mail Flow Troubleshooter, Message Tracking, Queue Viewer, Performance Monitor, and Performance Troubleshooter.>>>



>
<<Enable a mailbox for the user Preeda Ola >
	<<Summary>
<
· <On the SMBEX01 mailbox server, enable a mailbox for the user Preeda Ola.>
>
>

	<<Detailed Steps>
1. <<In the Exchange Management Console, in the navigation tree, expand Recipient Configuration.>
2. <Under Recipient Configuration, click Mailbox.>
3. <In the Result Pane, view the mailboxes that have already been enabled.>
4. <In the Action Pane, click New Mailbox.>
5. <On the Introduction page, ensure that User Mailbox is selected, and then click Next.>
6. <On the New Mailbox page, select Existing user and then click Browse.>
7. <In the Select User window, double-click Preeda Ola.>
8. <On the New Mailbox page, click Next.>
9. <On the Mailbox Settings page, click Next.>
10. <Review the Configuration Summary and then click New.>
11. <On the Completion page, click Finish.

In the Result Pane, note that a mailbox has been enabled for Preeda Ola.>>>



>
<<Create a mailbox for a new user >
	<<Summary>
<
· <On the SMBEX01 mailbox server, create a mailbox for a new user.>
>
>

	<<Detailed Steps>
1. <<In the Exchange Management Console, in the Action Pane, click New Mailbox.>
2. <On the Introduction page, ensure that User Mailbox is selected, and then click Next.>
3. <On the New Mailbox page, select New user and then click Next.>
4. <In the Mailbox Information window, click Browse to select an Organizational Unit.>
5. <In Select Organizational Unit, click Production and then click OK.>
6. <In the First name box, type Dan>
7. <In the Last name box, type Park>
8. <In the User logon name box, type Dan >
9. <In the Password and Confirm Password boxes, type P@ssw0rd and then click Next.>
10. <In the Mailbox Setting dialog box, click Next. 
11. In the New Mailbox page click New.>
12. <On the Completion page, click Finish.

In the Result Pane, notice that a mailbox has been enabled for Dan Park.>>
>



>
<<Create mailboxes for meeting rooms>
	<<Summary>
<
· <On the SMBEX01 mailbox server, enable mailboxes for Meeting Room Michigan, Meeting Room Ontario, Meeting Room Erie, and Meeting Room Huron.>
>
>

	<<Detailed Steps>
1. <<In the Exchange Management Console, in the Action Pane, click New Mailbox.>
2. <On the Introduction page, select Room Mailbox and then click Next.>
3. <On the User Type page, select Existing user and then click Browse.>
4. <In the Select User window, double-click Meeting Room Michigan.

Note: Only Disabled accounts are available for selection when Resource Mailbox is chosen for the mailbox type.

>
5. <On the User Type page, click Next.>
6. <On the Mailbox Settings page, click Next.>
7. <Review the Configuration Summary and then click New.>
8. <On the Completion page, click Finish.>
9. <Repeat steps 1 through 8 for Meeting Room Erie, Meeting Room Huron, and Meeting Room Ontario.>
10. <In the Result Pane, click Create Filter.>
11. <In the Result Pane, in the first drop-down list, select Display Name, and then in the Operator drop-down list, select Starts With.>
12. <In the Value box, type Meeting and then click Apply Filter.

Notice that all mailbox-enabled meeting rooms have been listed.>
13. <In the Result Pane, click Remove Filter.>>>



>
<<Create a new storage group and mailbox database>
	<<Summary>
<
· <Create a new storage group, placing log files and system files on the C:\Disk 1 mounted drive.>
>
>

	<<Detailed Steps>
1. <<In the Exchange Management Console, in the navigation tree, under Server Configuration, click Mailbox.>
2. <In the Result Pane, select SMBEX01.>
3. <In the Action Pane, click New Storage Group.>
4. <On the New Storage Group page, in the Storage Group Name box, type Third Storage Group>
5. <Next to Log files location, click Browse, select C:\Disk1\logs, and then click OK.>
6. <Next to System files location, click Browse, select C:\Disk1\logs, and then click OK.>
7. <On the New Storage Group page, click New. 

Notice how the Completion page shows the Management Shell command you could have used from the Exchange Management Shell to perform the same task. You will be working with the Exchange Management Shell in the next exercise.>
8. <Click Finish.>>
>



>
>
<<<Exercise 2:> Using the Exchange Management Shell>
<<Introduction>
In this exercise, you will learn how to use the Exchange Management Shell to perform common tasks and export information about Exchange Server configuration.>
<<Scenario>
You are the Exchange administrator at Northwind Traders. The company recently implemented Exchange Server 2007, and you have been tasked with investigating how routine administrative tasks and reporting could be performed more efficiently. You explore Monad, a command-line language that allows you to easily script administrative tasks and produce reports.>
<<Explore the Exchange Management Shell environment>
	<<Summary>
<
· <Using the Exchange Management Shell, practice common Exchange Management Shell commands such as get-help, and practice date and string manipulation. >
>
>

	<<Detailed Steps>
1. <<On the SMBEX01 virtual server, click Start, click All Programs, click Microsoft Exchange Server 2007, and then click Exchange Management Shell.

Wait for the Exchange Management Shell environment to load – up to 30 seconds.>
2. <At the Microsoft Shell (MSH) prompt, type cd \ and then press ENTER. (Note: there is a space between CD and \ .)

This will make the command line more visible.>
3. <At the MSH prompt, type get-help and then press ENTER.

Notice that the “Introduction to the Microsoft Shell (MSH)” Help topic is shown.>
4. <At the MSH prompt, type get-help about_* and then press ENTER.

Notice that all Help topics starting with “about_” are listed.>
5. <At the MSH prompt, type get-help about_if and then press ENTER.

Notice that a Help topic on the if flow control statement is shown.>
6. <At the MSH prompt, type get-date and then press ENTER.

Notice that the current date and time are shown.>
7. <Create a variable named $today and assign it the value returned from the get-date commandlet. To do this, type the following text and then press ENTER:

$today = get-date

Notice that there is no output displayed from this assignment.>
8. <At the MSH prompt, call the ToShortTimeString method of the date variable you just created. To do this, type the following text and then press ENTER:

$today.ToShortTimeString()>
9. <At the MSH prompt, call the ToString method of the $Today variable, passing it in the format of MMMM (long month only). Then, call the ToUpper method of the resulting string to convert it to uppercase format. To do this, type the following text and then press ENTER:

$today.ToString(“MMMM”).ToUpper()

Notice that the output shows the current month name in uppercase format. >>>



>
<<Use the Exchange Management Shell pipeline>
	<<Summary>
1. <<Pipe the results of the get-excommand commandlet through to C:\Labs\Lab1\
ExchangeCommands.txt.>
2. <Mount and dismount the Mailbox Database by using Exchange Management Shell.>>
>

	<<Detailed Steps>
1. <<At the MSH prompt, type get-excommand and then press ENTER.

Notice that a list of Exchange commands was returned.>
2. <Redirect the output of the commandlet to a text file named C:\Labs\Lab1\ExchangeCommands.txt. To do this, type the following text and then press ENTER:

get-excommand >> C:\Labs\ems\ExchangeCommands.txt

Notice that there is no output displayed from this command.>
3. <Open Microsoft Windows® Explorer and navigate to the C:\Labs\ems\ folder.>
4. <Double-click ExchangeCommands.txt to open this file in Notepad.

Notice that a list of Exchange administration commands is displayed in the text file.>
5. <Search for the text dismount. 
Do any Exchange Management Shell commands allow you to dismount a database? >
6. <Scroll down to the Name column and locate the noun mailbox. Items in the Name column are in the form of verb-noun.
What mailbox verbs can be performed with Exchange Management Shell? >
7. <Close Notepad.>
8. <Switch back to the Exchange Management Shell.>
9. <At the MSH prompt, type get-help new-MailboxD and then press the TAB key. Notice how the command is auto-completed. Press ENTER.>
10. <At the bottom of the Help listing, read the Example.>
11. <At the MSH prompt, type the following text and then press ENTER:


New-MailboxDatabase 
-StorageGroup "SMBEX01\Third Storage Group" 
-Name "Second Mailbox Database" 
-EdbFilePath "c:\disk1\db\second mailbox database.edb" >
12. <Switch to the Exchange Management Console, expand Server Configuration and then click Mailbox. Notice that the new mailbox database is displayed in the console. Click Refresh in the Action Pane if necessary.>
13. <Switch to the MSH prompt and type the following to mount the database:

Mount-Database “Second Mailbox Database”>
14. <When the command has completed, open Windows Explorer and navigate to the c:\disk1\db and c:\disk1\logs mounted folders. Notice how the database and supporting files have been created.>
15. <Switch back to the MSH prompt and use the dismount-database commandlet to dismount the Mailbox Database. Use the Id property of the mailboxdatabase object returned by the get-mailboxdatabase commandlet. To do this, type the following text and then press ENTER:

dismount-database “Second Mailbox Database”

When prompted, press Y to confirm and then press ENTER.>
16. <Switch to the Exchange Management Console.>
17. <In the Exchange Management Console, under Server Configuration, right-click Mailbox and then click Refresh.

What is the status of the Second Mailbox Database? You may need to scroll to the right to see the status.>
18. <Switch back to the Exchange Management Shell and use the mount-database commandlet to mount the database. To do this, type the following text and then press ENTER:

mount-database “Second Mailbox Database”
Notice that there is no output displayed from this command.>
19. <Switch to the Exchange Management Console and then press F5 to refresh the view.

What is the status of the Mailbox Database?>>>


	<<Answer Key>
5. <<Yes, Dismount-Database>
6. <connect, disable, enable, export, get, move, new, remove, restore , set, clear >
17. <Dismounted>
19. <Mounted>>>



>
<<Use Exchange commandlets>
	<<Summary>
1. <<View the output of the get-mailbox command.>
2. <Pipe the results of the get-mailbox commandlet to other commands.>
3. <Configure the Send Quota for all mailboxes with a single command line.>>>

	<<Detailed Steps>
1. <<At the MSH prompt, type get-mailbox and then press ENTER.

Notice that a list of all mailboxes and some properties are displayed in a table.>
2. <To display more mailbox information, pipe the results of the getmailbox command to format-list, type the following and then press ENTER. Remember to press TAB to auto-complete.

get-mailbox Spencer | format-list>
3. <Set the Send Quota for all mailboxes to 10 MB by typing the following text and then pressing ENTER:

get-mailbox | set-mailbox –ProhibitSendQuota 10MB>
4. <Type get-mailbox to confirm that the Send Quota limit has been set for all mailboxes.>
5. <Create a variable named $mailbox and assign it the value returned from the get-mailbox “Administrator” commandlet. To do this, type the following text and then press ENTER:

$mailbox = get-mailbox “Administrator”

Notice that there is no output displayed from this assignment.>
6. <View the value of the PrimarySMTPAddress property of the mailbox object. To do this, type the following text and then press ENTER:

$mailbox.PrimarySMTPAddress.ToString()

Notice that the primary SMTP address for this mailbox is shown.>>>



>
<<Export object information using the Exchange Management Shell>
	<
<Summary>
1. <<Export the output of the get-exchangeserver commandlet to a comma-separated value (CSV) file.>
2. <Export the output of the get-storagegroup commandlet to an Extensible Markup Language (XML) file.>>>

	<
<Detailed Steps>
<
1. <At the MSH prompt, type get-help export-* and then press ENTER.

Notice that the available export functions are listed.>
2. <Use the export-csv command to export the output of the get-exchangeserver commandlet to a CSV file named C:\Labs\ems\MyServer.txt. To do this, type the following text and then press ENTER:

export-csv –Path “C:\Labs\ems\MyServer.txt” 
–InputObject (get-exchangeserver)

Notice that there is no output displayed from this assignment.>
3. <Switch to Windows Explorer and navigate to the C:\Labs\ems\ folder.>
4. <Double-click MyServer.txt to open it in Notepad.

Notice that a comma-separated list of Exchange Server properties and their values has been exported.

What is the value of the DataPath property?>
5. <Close Notepad.>
6. <Switch to the Exchange Management Shell and use the export-clixml command to export the output of the get-storagegroup “First Storage Group” commandlet to an XML file named C:\Labs\Lab1\FirstSG.xml. To do this, type the following text and then press ENTER:

export-clixml 
–Path “C:\Labs\ems\FirstSg.xml” 
–InputObject (get-storagegroup “First Storage Group”)

Notice that there is no output displayed from this assignment.>
7. <Switch to Windows Explorer and navigate to the C:\Labs\ems\ folder.>
8. <Double-click FirstSG.xml to open it in Microsoft Internet Explorer.

Notice that an XML representation of the storage group object and all of its properties is shown. Based on the XML report, answer the following questions:

a. What is the value of the PathName property?

b. Is circular logging enabled on this storage group? (Search for “CircularLogging”.)
c. Is online defragmentation enabled on this storage group? (Search for “OnlineDefrag”.)
d. What is the RDN (Relative Distinguished Name) of the server this storage group resides on? >
9. <Close Internet Explorer.>>>


	<<Answer Key>
<
4. <C:\Program Files\Microsoft\Exchange Server\Mailbox>
8. <a. C:\Program Files\Microsoft\Exchange Server\Mailbox\First Storage Group

b. No
c. Yes

d. CN=SMBEX01>>>


>
<<Use the Exchange Management Shell to create a mail-enabled group and add a user to it >
	<<Summary>
· <<Use the Exchange Management Shell Add-DistributionGroupMember commandlet to add Spencer Low to the mail-enabled group ITStaff.>>>

	<<Detailed Steps>
1. <<At the MSH prompt, call the New-DistributionGroup commandlet and pass parameters to create a new group.  To do this, type the following text and then press ENTER:

New-DistributionGroup 
–Name “IT Staff” 
–OrganizationalUnit “nwtraders.com/Information Technology” 
–SAMAccountName “IT Staff” 
–Type “Distribution” >
2. <At the MSH prompt, call the Add-DistributionGroupMember Exchange commandlet, passing the group name to the Identity parameter. To do this, type the following text and then press ENTER:

Add-DistributionGroupMember 
–Identity “nwtraders\IT Staff” 
–Member nwtraders\spencer

Notice that there is no output from this command. 
3. At the MSH prompt, call the Get-DistributionGroupMember Exchange commandlet, passing the group name to the Identity parameter. To do this, type the following text and then press ENTER:

Get-DistributionGroupMember 
–Identity “nwtraders\IT Staff”
Notice that spencer is a member of the IT Staff distribution group.>>>


>
<<Use the Exchange Management Shell to display a property of the mail-enabled group>
	<<Summary>
· <<Use the Write-Host command to display the PrimarySmtpAddress property of the IT Staff distribution group by using the Get-DistributionGroup Exchange commandlet.>>>

	<<Detailed Steps>
· <<At the MSH prompt, use the Write-Host command to display the PrimarySmtpAddress property of the IT Staff distribution group by using the Get-DistributionGroup Exchange commandlet. To do this, type the following text and then press ENTER:

Write-Host (get-DistributionGroup  “nwtraders\IT Staff”).PrimarySmtpAddress

Note: To view the names of all properties of the group object, type the following and then press ENTER: 

Get-DistributionGroup | Get-Member 
–MemberType Property>>>



>
<<Use the Exchange Management Shell to check the health of the Exchange services>
	<<Summary>
· <<Use Test-ServiceHealth to check the health of the Exchange services running on this computer.>>>

	<<Detailed Steps>
· <<At the MSH prompt, type the following text and then press ENTER:

Test-ServiceHealth

Notice how this commandlet displays the role of the server, along with the required services and whether they are running or not.>>>


>
>
<<<Exercise 3:> Creating and Using Administrative Scripts >
<<Introduction>
In this exercise, you will create a reusable Exchange Management Shell script to create users from a custom text file and then mailbox-enable these users. Initially, you will run the New-Mailbox command on a single line. You will then user the Import-CSV command to read a CSV file and pass the text to the New-Mailbox command. Finally, you will create a reusable script file that parses a CSV file, creates users and mailboxes, and sets the password.  >
<<Scenario>
Northwind Traders has a large sales force, including temporary sales staff members who begin new assignments every day. As the company’s Exchange administrator, you want to automate the task of creating user accounts and mailboxes for the new temporary sales personnel. The current human resources (HR) system exports all new users to a comma separated value (CSV) text file at the end of each day. You will use the Exchange Management Shell to write a script that will parse the CSV file, create users, and enable mailboxes for all new sales staff exported from the HR system. You plan to schedule the file to run every night.>
<<Create a Sales organizational unit (OU) for new mailboxes>
	<<Summary>
<
· <Create an Organizational Unit named Sales.>>
>

	<<Detailed Steps>
1. <<Click Start, click Administrative Tools, and then click Active Directory Users and Computers.>
2. <In the left pane, right-click nwtraders.com, click New, and then click Organizational Unit.>
3. <In the Name box, type Sales and then click OK.>>>



>
<<Use the New-Mailbox commandlet to create a user and a mailbox  >
	<<Summary>
<
· <Use the New-Mailbox commandlet to create a user and a mailbox by passing parameters to it.>>
>

	<
<Detailed Steps>
1. <<Switch to the Exchange Management Shell.>
2. <Create a new user and mailbox by typing the following text and then pressing ENTER:

new-mailbox 
-alias Sven 
-UserPrincipalName Sven@nwtraders.com 
–Name "Sven Buck" 
-Database "mailbox database" 
-OrganizationalUnit Sales>
3. <When prompted for the password, type P@ssw0rd and then press ENTER.>
4. <Switch to the Exchange Management Console, expand Recipient Configuration, and then click Mailbox. Press F5 to refresh. You will see the new mailbox for Sven in the Result Pane.

Note: Although this is a useful one-line command, it is not ideal for creating multiple users. In the next section, you will use a CSV file as the input for creating multiple mailboxes using the new-mailbox command. >>>



>
<<Use the Import-csv commandlet to create users and mailboxes from a CSV file>
	<<Summary>
<
· <Create a number of users and mailboxes, taking the input from a CSV file.>>
>

	<<Detailed Steps>
1. <<Using Windows Explorer, navigate to the C:\Labs\ems\ folder.>
2. <Double-click the file users1.csv to open it.

Notice the format of the Users1.csv file.>
3. <Close the Users1.csv file.>
4. <Create the four users and mailboxes detailed in the CSV by typing the following text and then pressing ENTER.

import-csv c:\labs\ems\users1.csv | foreach 
{new-mailbox -name $_.name -alias $_.alias 
-userprincipalname $_.UPN -reset:$false 
-org Sales -database "Mailbox Database"}>
5. <Each time you are prompted for a password, type P@ssw0rd and then press ENTER.

Note: Although this is an improvement on the single-line method for creating multiple users, it is still necessary to enter the password for each user as they are created. In the next steps, you will create a function to provide the password for you.>>>



>
<<Create and run an Exchange Management Shell script>
	<
<Summary>
<
· <Create a script that contains a function to set the password on user accounts as they are read and created from a CSV file. >>
>

	<<Detailed Steps>
1. <<Using Windows Explorer, navigate to the C:\Labs\ems\ folder.>
2. <Double-click the file users2.csv to open it.

Notice the format of the Users2.csv file.>
3. <Close the Users2.csv file.>
4. <On the SMBEX01 computer, open Notepad.>
5. <Declare a function named secureit that takes one string parameter named $string. Within the function, declare a variable named $ss and assign it to a new object of type System.Security.SecureString. Loop through each character in the passed $string variable. Within the loop, use the AppendChar method of the SecureString object to add each character to the $ss variable. Return the resulting $ss variable, holding the password as a secure string. Your code should look like this.

Function secureit( $string )

{
$ss = New-object System.Security.SecureString 

$string.GetEnumerator() | foreach 
{ $ss.AppendChar( $_ ) } $ss 

}>
6. <Call the function as part of the new-mailbox parameters. In Notepad, type the following:
import-csv c:\labs\ems\users2.csv | foreach 
{new-mailbox -name $_.name  -alias $_.alias 
-userprincipalname $_.UPN -password 
(secureit $_.Password) 
-reset:$false -org Sales 
-database "Mailbox Database"}>
7. <Save the file as c:\labs\ems\CreateMailboxes.msh.>
8. <Switch to the Exchange Management Shell, type cd C:\labs\ems and then press ENTER.>
9. <Run the script you created by typing .\CreateMailboxes.msh and then pressing ENTER.>
10. <Switch to the Exchange Management Console, expand Recipient Configuration, and then click Mailbox. Press F5 to refresh. You will see the new mailboxes in the Result Pane

Note: If the file you have created does not run successfully and you are running out of time, you may run the solution script file .\CreateMailboxSolution.msh.>>>



>
<<Optional: Close the virtual machine and save state>
	<<Summary>
<
· <This procedure should be completed only if you want to stop working on additional labs but intend to continue in the future.>>
>

	<<Detailed Steps>
1. <<On the Virtual PC File menu, click Action and then click Close.>
2. <In the Close window, click Save state and save changes.>
3. <Clearing the Commit changes to the virtual hard disk check box will prevent changes to the virtual disk from becoming permanent and will allow you to start all labs from the beginning without the need to extract the virtual machine from the DVD again.>
4. <Leaving the Commit changes to the virtual hard disk check box selected will commit all changes to the virtual hard disk at the current point in time.  This option will incorporate undo disk changes permanently to the virtual hard disk.>
5. <Select the appropriate options and then click OK.>>>
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